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. Przedmiot i zakres analizy

Celem niniejszego opracowania jest przedstawienie wybranych zastrzezen, uwag i
propozycji kierunkdw zmian do wybranych projektéw rozporzadzeh zmieniajgcych
wchodzgcych w sktad pakietu Digital Omnibus i Digital Omnibus on Al przedstawionych
przez Komisje Europejska 19 listopada 2025 r.

Opracowanie sporzadzone zostato przez nastepujacych ekspertéw Komisji Nowych
Technologii Krajowej Rady Radcéw Prawnych:

e r. pr.dr hab. Dominik Lubasz
e r.pr.dr Michat Araszkiewicz
e r.pr. Anna Augustyn

Nie obejmuje ono kompleksowej analizy projektéw rozporzadzeh wchodzgcych w sktad
pakietu Digital Omnibus i Digital Omnibus on Al ani nie wskazuje na wszystkie
zidentyfikowane problemy, watpliwoSci interpretacyjne czy mozliwe rozwigzania itp.
Uwagi, wnioski i propozycje zawarte w opracowaniu sg wynikiem dyskusji i rozwazan
powyzej wskazanych ekspertow.

Na wstepie autorzy chca podkresli¢, ze popierajg niezbedne dziatania legislacyjne na
rzecz rozwoju innowacji technologicznej, w tym rozwoju sztucznej inteligencji i
dostrzegajag w tym aspekcie warunek konieczny do zachowania konkurencyjnosci
gospodarczej Europy. Jednocze$nie innowacyjno$¢ nie powinna by¢ rozwijana kosztem
ochrony praw jednostek, pewnosci prawa czy rozliczalnosci podmiotéw dziatajgcych na
rynku Al, a korzysci ptyngce ze zmian przepisbw powinny przewyzsza¢ potencjalne
ryzyka w postaci ostabienia mechanizméw ochronnych. W ocenie autoréw niektére z
proponowanych przez pakiet Digital Omnibus zmian budzg uzasadnione watpliwosci co
do zachowania tej rébwnowagi. Ponadto, niektére sposréd projektowanych rozwigzan
budzg istotne zastrzezenia z punktu widzenia zasad techniki prawodawcze,j.

Uwzgledniajac role samorzadu radcéw prawnych jako zawodu zaufania publicznego w
ochronie praw jednostek oraz interesu publicznego, konieczne jest zwrdcenie uwagi na
praktyczne skutki projektowanych zmian. Radcowie prawni maja bezposredni kontakt z
regulacjami dotyczacymi Al: zarbwno w ramach wtasnej praktyki zawodowej (w tym przy
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wdrazaniu i wykorzystywaniu narzedzi Al w pracy kancelarii), jak i przy $wiadczeniu ustug
prawnych na rzecz podmiotédw rozwijajacych oraz stosujacych systemy Al, w tym we
wspieraniu organizacji w zapewnianiu zgodno§ci z prawem, a takze wystepuja jako
petnomocnicy oso6b, ktérych prawa moga zostaé naruszone w wyniku dziatania tych
systeméw. Z tego wzgledu kluczowe znaczenie majg pewno$é prawa (w tym
przewidywalno$¢ harmonogramu stosowania obowiazkéw AlA), przejrzysto$é regulacji
oraz utrzymanie skutecznych mechanizmédw ochrony praw podstawowych,
warunkujgcych m.in. realng ochrone prawnga osbéb fizycznych i prawidtowe
funkcjonowanie wymiaru sprawiedliwosci.
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Il. Stowniczek

Zrodta Prawa

AlA, Al Act lub Rozporzadzenie
2024/1689

RODO lub Rozporzadzenie
2016/679

Digital Omnibus lub Akt
zbiorczy prawa cyfrowego

Digital Omnibus on Al lub Akt
zbiorczy prawa cyfrowego
dotyczacy Al

ROZPORZADZENIE PARLAMENTU EUROPEJSKIEGO |
RADY (UE) 2024/1689 z dnia 13 czerwca 2024 r. w
sprawie ustanowienia zharmonizowanych przepiséw
dotyczacych sztucznej inteligencji oraz zmiany
rozporzadzen (WE) nr 300/2008, (UE) nr 167/2013,
(UE) nr168/2013, (UE) 2018/858, (UE) 2018/139 i
(UE) 2019/2144 oraz dyrektyw 2014/90/UE, (UE)
2016/797 i (UE) 2020/1828 (akt w sprawie sztucznej
inteligencji)

ROZPORZADZENIE PARLAMENTU EUROPEJSKIEGO |
RADY (UE) 2016/679 z dnia 27 kwietnia 2016 r. w
sprawie ochrony oséb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (ogblne
rozporzadzenie o ochronie danych) (Dz. Urz. UE L 119
z24.05.2016 r.)

Whniosek ROZPORZADZENIE PARLAMENTU
EUROPEJSKIEGO | RADY w sprawie zmiany
rozporzadzen (UE) 2016/679, (UE) 2018/1724, (UE)
2018/1725, (UE) 2023/2854 oraz dyrektyw
2002/58/WE, (UE) 2022/2555 i (UE) 2022/2557 w
odniesieniu do uproszczenia cyfrowych ram
prawnych oraz uchylenia rozporzadzen (UE)
2018/1807, (UE) 2019/1150, (UE) 2022/868 i
dyrektywy (UE) 2019/1024 (akt zbiorczy prawa
cyfrowego), COM(2025) 837 final

Whniosek ROZPORZADZENIE PARLAMENTU
EUROPEJSKIEGO | RADY zmieniajgce rozporzadzenia
(UE) 2024/1689 i (UE) 2018/1139 w odniesieniu do
uproszczenia wdrazania zharmonizowanych
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TFUE

Inne skréty

FRIA

GPAI

LIA

SSI lub system SI
ETPC

EDPB lub EROD

EDPS lub EIOD

TS/TSUE

przepisébw dotyczacych sztucznej inteligencji (akt
zbiorczy prawa cyfrowego dotyczacy Al),
COM(2025) 836 final

Traktat o Funkcjonowaniu Unii Europejskiej (wersja
skonsolidowana Dz. Urz. UE L 326)

Fundamental Rights Impact Assessment (Ocena
skutkéw systemow Al wysokiego ryzyka dla praw
podstawowych)

General Purpose Al (Sztuczna Inteligencja Ogélnego
Przeznaczenia)

Legitimate Interest Assessment (test
uzasadnionego interesu)

System Sztucznej Inteligenciji
Europejski Trybunat Praw Cztowieka

Europejska Rada Ochrony Danych (European Data
Protection Board)

Europejski Inspektor Ochrony Danych (European
Data Protection Supervisor)

Trybunat Sprawiedliwosci/ Trybunat Sprawiedliwosci
Unii Europejskiej (od dnia wej$cia w zycie Traktatu z
Lizbony, to jest 1 grudnia 2009 r.)
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lll. Uwagi ogdlne

1. Konsolidacja regulacji gospodarki danych

Witgczenie i skonsolidowanie szeregu regulacji cyfrowych, tj. aktu w sprawie zarzagdzania
danymi,  rozporzadzenia 2018/1807 w sprawie ram swobodnego przeptywu danych
nieosobowych, rozporzadzenia 2019/1150 w sprawie propagowania sprawiedliwosci i
przejrzystosci dla uzytkownikow biznesowych korzystajgcych z ustug posrednictwa
internetowego oraz dyrektywy 2019/1024 w sprawie otwartych danych i ponownego
wykorzystywania informacji sektora publicznego w akcie w sprawie danych stanowi krok
spbzniony, lecz kierunkowo witasciwy. Obecny stan prawny charakteryzujgcy sie
fragmentacja instrumentéw regulacyjnych bez wzajemnych odniesieri normatywnych
jest trudny do uzasadnienia z perspektywy skutecznosci i spéjnoSci systemowej prawa
UE.

2. Teza centralna dotyczaca fragmentacji regulacyjnej

Al Act sam w sobie nie stanowi gtéwnej przeszkody dla przedsiebiorstw. Najwiekszym
problemem pozostaje fragmentacja regulacyjna i naktadanie sie instrumentéw unijnych.

3. Ogolny cel uproszczenia

Pozytywnie nalezy oceni¢ ogblny cel regulacji zaréwno Digital Omnibus on Al, jak i Digital
Omnibus jakim jest uproszczenie regulacji i zniesienie niektérych barier
administracyjnych. Zgodzi¢ sie nalezy z EDPB i EDPS, ktére we wspélnej opinii 1/2026
wspierajg dazenie do utatwienia wdrozenia Al Act i zmniejszenia obcigzen
administracyjnych, jednakze pod warunkiem, ze uproszczenia te nie prowadzg do
obnizenia poziomu ochrony praw podstawowych oséb fizycznych, w szczegdlnosci
prawa do ochrony danych osobowych. Pozytywnie nalezy ocenia¢ takie rozwigzania jak
wprowadzenie  pojedynczego punktu kontaktowego, regulacje umozliwiajgce
opracowanie wspdlnego wzoru i wspdlnej metodyki przeprowadzania ocen skutkéw dla
ochrony danych, czy zmiany w regulacji dotyczacej cookies.
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4. Wspotpraca Al Office z organami krajowymi

Pozytywnie nalezy oceni¢ wymoég aktywnej wspbtpracy miedzy Al Office a krajowymi
organami witasciwymi przy nadzorowaniu systeméw Al opartych na modelach GPAI
Centralizacja nadzoru nad okreslonymi kategoriami systemoéw Al moze przyczyni¢ sie do
spojnosci egzekwowania przepiséw AlA na poziomie UE.

5. Krytyka spoteczna i instytucjonalna

O ile zasadniczy cel deregulacyjny nalezy oceni¢ pozytywnie, to jednak znaczna czgs¢
szczegbtowych proponowanych zmian budzi powazne zastrzezenia z perspektywy
poziomu ochrony praw i wolnosci. Odnotowac nalezy, ze propozycje zawarte w pakietach
Digital Omnibus spotkaty sie z bezprecedensowg krytyka. Ponad 120 organizacji
spoteczenstwa obywatelskiego wystosowato list otwarty, okreSlajac propozycje jako
"najwiekszy rollback praw cyfrowych w historii UE". Krytyka obejmuje rowniez organizacje
takie jak European Digital Rights (EDRi), NYOB, a takze instytucje akademickie i
think-tanki.




Analiza wybranych aspektow | Digital Omnibus PL

IV. Uwagi Szczegbétowe

1. Zmiany w RODO (Rozporzadzenie 2016/679)

1.1. Uwagi szczegbtowe

1.1.1. Ocena ogoélnego kierunku zmian

Proponowane zmiany w RODO, mimo deklarowanego celu uproszczenia regulacji i
zwiekszenia konkurencyjnosci europejskiej gospodarki cyfrowej, budza powazne
watpliwosci z perspektywy ochrony praw podstawowych i spéjnoSci systemu prawnego
Unii Europejskiej. Dazenie do utatwienia wdrozenia Al i zmniejszenia obcigzeh
administracyjnych zastuguje na wsparcie, jednakze wytacznie pod warunkiem, ze
uproszczenia te nie prowadzg do obnizenia poziomu ochrony praw podstawowych oséb
fizycznych, w szczegblnosci prawa do ochrony danych osobowych zagwarantowanego w
art. 8 Karty Praw Podstawowych UE.

1.1.2. Naruszenie zasady neutralnosci technologicznej

Proponowany art. 88c RODO, ktéry miatby uznawac¢ rozwdj systeméw Al za prawnie
uzasadniony interes w rozumieniu art. 6 ust. 1 lit. f) RODO, budzi fundamentalne
zastrzezenia z perspektywy zasady neutralnosci technologicznej. Dotychczas art. 6 ust. 1
RODO byt technologicznie neutralny - po raz pierwszy konkretna technologia (nie cel
przetwarzania) bytaby swoiscie legitymizowana w przepisie. Takie podejécie moze
implikowag, ze przetwarzanie jest legalne juz dlatego, ze wykorzystywana jest technologia
Al - podczas gdy w innych przypadkach to samo przetwarzanie nie mieScitoby sie w
zakresie art. 6 ust. 1 RODO. Stanowi to naruszenie fundamentalnej zasady, na ktérej
opiera sie europejskie prawo ochrony danych. Analogicznie zasade neutralnoSci
technologicznej regulacji narusza proponowana zmiana art. 9 ust. 2 w zakresie
odnoszacym sie do dodania lit. k.

1.1.3. Zbednos¢ interwencji legislacyjnej

Stanowisko dotyczace mozliwosSci oparcia rozwoju systeméw Al na prawnie
uzasadnionym interesie jest zasadniczo zgodne z tym, co zostato juz wyartykutowane w
opinii EDPB 28/2024 w sprawie przetwarzania danych osobowych w kontekécie modeli
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Al. Opinia ta uznaje, ze rozwdj Al moze co do zasady opieraC si¢ na prawnie
uzasadnionym interesie przy zachowaniu §cistych zabezpieczen. Skoro zatem istnieje juz
odpowiednia wyktadnia prawa, zasadne jest pytanie o celowoS§¢ interwencji legislacyjne;j.
Wtasciwe stosowanie istniejgcych mechanizméw przez organy nadzorcze i EDPB wydaje
sie wystarczajagce, bez koniecznoSci nowelizacji materialnych przepiséw RODO.
Interpretacja prawa lezy bowiem w gestii organéw stosujgcych prawo, nie za$ legislatora.
Analogiczne zastrzezenia budzi réwniez m.in. proponowana zmiana odnoszgca sie do
pojecia danych osobowych, ktéra jest naszym zdaniem nie tylko zbedna, ale i istotnie
zaweza zakres zastosowania RODO, o czym szerzej w czgsci szczegbtowe;.

1.1.4. Alternatywne podejscie regulacyjne

RODO zapewnia adekwatne i elastyczne mechanizmy regulacyjne, przede wszystkim
poprzez szeroka pojemno$¢ normatywng zasad przetwarzania danych oraz proceduralne
podejscie oparte na ryzyku. Wiekszy potencjat dla skutecznej ochrony praw
podstawowych przy jednoczesnym wspieraniu innowacji lezy nie w zmianach
legislacyjnych RODO, lecz w dziataniach alternatywnych. W perspektywie
krotkoterminowej nalezatoby rozwazy¢:

- opracowanie wytycznych EDPB na podstawie art. 70 ust. 1 lit. e) RODO
dotyczacych kryteridw przejrzystosci Al, prawa sprzeciwu wobec przetwarzania
danych treningowych, ograniczenia celu w kontekscie szkolenia Al oraz
odpowiednich zabezpieczeh w rozumieniu art. 10 ust. 5 AlA;

- tworzenie piaskownic regulacyjnych na podstawie art. 57 ust. 1i 2 AlA;

- wzmocnienie organdw nadzorczych poprzez utworzenie wyspecjalizowanych
struktur ds. Al; oraz

- skuteczne egzekwowanie rozporzadzenia 2025/2518 z dnia 26 listopada 2025 r. w
sprawie ustanowienia dodatkowych przepiséw proceduralnych dotyczgcych
egzekwowania rozporzadzenia (UE) 2016/679.
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1.2. Uwagi szczegbtowe
1.2.1. Zmiana definicji danych osobowych (art. 4 ust. 1RODO)
a) Znieksztatcenie logiki motywu 26 RODO

Projekt zmienia logike motywu 26 - przenoszac jego fragmenty do przepiséw, ale
znieksztatcajgc sens i kontekst. Motyw 26 RODO stanowit wyjatek interpretacyjny,
precyzyjnie ograniczony do sytuacji, w ktérych osoba nie jest identyfikowalna w sposéb
rozsadnie prawdopodobny, przy uwzglednieniu wszystkich podmiotow mogacych
racjonalnie dysponowa¢ srodkami identyfikacji. Projekt przenosi do art. 4 ust. 1 jedynie
wyciety fragment” motywu, ale pomija element oceny wszystkich rozsadnie
prawdopodobnych §rodkéw, pomija wymoég oceny kontekstu technologicznego,
ekonomicznego i infrastrukturalnego oraz pomija ryzyko identyfikacji przez inne
podmioty w ekosystemie danych. Identyfikacja nie jest bowiem wytacznie cechg danych,
lecz cecha ekosystemu, ktérego projekt nie bierze pod uwage - co prowadzi do
btednego czeSciowego zawezenia definicji danych osobowych.

b) Deformacja sensu motywu 26

Projekt deformuje sens motywu 26 - zastegpujac analize ryzyka identyfikacji analiza
administracyjng ograniczong do jednego podmiotu. Motyw 26 wymaga analizy
wszystkich rozsadnie dostgpnych Srodkdéw, wszystkich stron mogacych wejs¢ w
posiadanie danych, kosztéw i naktadéw, dostepnych technologii oraz postepu
algorytmicznego. Projekt Komisji sprowadza te analize do pytania: ,czy ten konkretny
podmiot moze zidentyfikowaé osobe?”. To fundamentalna zmiana prowadzaca do
skrajnej relatywizacji danych osobowych do zasobu administratora, a nie do
rzeczywistego ryzyka ingerencji w prawa i wolnosSci osbb fizycznych i kryteridw
kontekstowo zobiektywizowanych odnoszacych sie do ekosystemu. Przesuwa to dalej
charakter pojecia danych osobowych w strong jego subiektywizacji, co istotnie zaweza
jego zakres.

c) Niekontrolowana erozja definicji

Przeniesienie fragmentu motywu 26 do artykutu 4 tworzy niekontrolowana erozje
definicji danych osobowych. Motywy sg narzedziem interpretacyjnym, nie
normatywnym. Witaczenie ich do artykutu prawotwérczego czyni wyjatek regutg, podnosi
interpretacje do rangi normy oraz zmienia strukture ochrony danych wbrew konstrukciji
RODO. Motywy maija role dynamiczng, dostosowujaca sie do dorobku TSUE. Zastgpienie

n
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ich przepisem blokuje te elastycznoS¢ i prowadzi do przeregulowania w kierunku
korzystnym dla administratorow.

d) Ignorowanie dorobku TSUE

Zmiana ignoruje dorobek TSUE, ktérego motyw 26 jest efektem. TSUE w orzeczeniach
Breyer (C-582/14), Nowak (C-434/16), Jehovan todistajat (C-25/17) precyzyjnie
zbudowat kryterium identyfikowalnosci relatywnej, uwzgledniajgc elementy kontekstowe,
co ostatecznie znalazto odzwierciedlenie w motywie 26. Projekt Komisji ogranicza
identyfikowalno$¢ do perspektywy jednego podmiotu, zrywa spdjnosS¢ miedzy motywem
26 a art. 4 oraz tworzy nowg, formalistyczng definicje, ktéra odchodzi od ,materialnego
testu ryzyka” stosowanego przez TSUE. To ostabia role dorobku sgdowego i prowadzi do
.Zamrozenia” przepisbw w momencie, w ktérym algorytmy identyfikacji dynamicznie sie
rozwijaja.

e) Ograniczenie zakresu stosowania RODO sprzeczne z jego celami

Zmiana ma potencjat ograniczenia zakresu stosowania RODO w sposbb sprzeczny z jego
celami (art. 1, motyw 4). Definicja danych osobowych jest brama wejéciowa dla
stosowania catego systemu ochrony danych. Proponowana zmiana istotnie ogranicza
pojecie danych osobowych wbrew celom rozporzadzenia i orzecznictwu TSUE,
apriorycznie ograniczajac podmiotowo relatywno$¢. Jest to sprzeczne z zasadnicza
kontekstowoScig regulacji oraz sprzeczne z podejSciem opartym na ryzyku. W
konsekwenciji zmiana zaweza zakres stosowania RODO, pozwala administratorom
twierdzi€, ze ,nie dysponujg Srodkami identyfikacji” oraz utatwia komercyjne grupowanie,
profilowanie i analize danych rzekomo ,nieosobowych”. W Srodowisku Al i big data takie
dane moga by¢ automatycznie odtworzone, zrekonstruowane lub skorelowane z innymi
zbiorami, przez co ryzyko identyfikacji pozostaje realne.

f) Faworyzowanie intereséw rynkowych kosztem ochrony jednostki

Zmiana sprzyja administratorom i interesom rynkowym kosztem ochrony jednostki.
Projekt wprost utatwia: korzystanie z danych pseudonimizowanych jako rzekomo
nieosobowych, przekazywanie danych do podmiotéw trzecich bez obowigzkéw RODO,
wytaczenie obowigzkéw informacyjnych wobec oséb, ktérych dane dotycza oraz
wykonywanie analiz i trenowanie modeli Al bez kontroli. Wydaje sig to by¢ efektem presji
biznesowej i politycznej, a nie potrzeby prawnej. Motyw 26 byt instrumentem ochronnym,
a nie narzedziem deregulaciji.

12
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g) Sprzecznoéé z zasadg ostroznosci wobec ryzyk Al

Zmiana stawia RODO w sprzeczno$ci z zasada ostroznoéci wobec ryzyk Al. W kontekscie
Al definicja danych osobowych powinna by¢ interpretowana szeroko i pro-persona,
poniewaz: dane pierwotnie ,anonimowe” moga by¢ tatwo reidentyfikowane, dane
agregowane moga zawiera¢ informacje o jednostkach, identyfikacja moze by¢
probabilistyczna i algorytmiczna, a ekosystem danych jest globalny, a nie
~administrator-silosowy”. Projektowana zmiana ignoruje te procesy i utrwala definicje
nieadekwatng do ryzyk Al.

h) Brak oceny skutkéw dla ochrony praw i wolnoéci cztowieka

Zmiana pozbawiona jest dogtebnej oceny skutkébw dla ochrony praw i wolnosci
cztowieka. Komisja nie przedstawita analizy wptywu na prawa podstawowe (art. 7-8 KPP),
oceny ryzyka systemowego identyfikacji w Al ani oceny wptywu na procesy decyzyjne w
administracji publicznej, finansach, zdrowiu i edukaciji. Brak takich analiz jest szczegblnie
niepokojacy, biorgc pod uwage, ze motyw 26 dotyczyt analizy ryzyka, a projekt prawie
catkowicie usuwa element ocenny i kontekstowy.

1.2.2. Zmiany zasady ograniczenia celu przetwarzania (art. 5 ust. 1lit. b RODO)

Cho¢ art. 5 ust. 1lit. b RODO w obecnym brzmieniu przewiduje domniemanie zgodnosci
dalszego przetwarzania danych do celéw naukowych, to ochrona praw oséb, ktérej
wyrazem jest réwniez motyw 159 RODO, wymaga kazdorazowej analizy
proporcjonalnosci, koniecznosci oraz ryzyka, dokonywanej w ramach art. 89 ust. 1.
Proponowana zmiana — poprzez wytgczenie stosowania art. 6 ust. 4 — usuwa istotny
element tej analizy, upraszczajgc proces kosztem poziomu ochrony danych i spdjnosci
systemowej. Nie wynika ona z logiki RODO ani z dorobku TSUE, lecz stanowi zabieg
deregulacyjny majacy charakter polityczno-gospodarczy, co wynika takze z motywu 29
projektu.

a) Ryzyko wytaczenia testu zgodnosci celow

Proponowana zmiana, podobnie jak zmiana poprzez dodanie definicji ,scientific
research”, prowadzi¢ moze do ryzyka braku obowigzku realizowania testu, o ktérym
mowa w art. 6 ust. 4 RODO. Tymczasem test ten stanowi istotny element systemu
ochrony, zapewniajgcy, ze dalsze przetwarzanie danych pozostaje zgodne z pierwotnymi
celami ich zebrania lub jest z nimi kompatybilne w Swietle uzasadnionych oczekiwan
0s6b, ktérych dane dotycza.
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b) Problem braku definicji legalnej badah naukowych

W RODO brak definicji legalnej pojecia badan naukowych. Jednoczes$nie, odwotujac sie
do motywu 159 RODO, nalezy podkresli€, ze pojecie badah naukowych musi uwzgledniac
jego powszechne znaczenie (common meaning and understanding). W zwigzku z tym
przez ,badania naukowe” nalezy rozumie¢ projekt badawczy ustanowiony zgodnie z
odpowiednimi sektorowymi standardami metodologicznymi i etycznymi, w zgodnoSci z
dobra praktyka. Pojecie to obejmuje systematyczng aktywno$¢, w tym gromadzenie i
analize danych, ktéra zwigksza zaséb zrozumienia i wiedzy oraz ich zastosowanie. Co
istotne, nie wyklucza sie z pojecia badan naukowych badan komercyjnych, jednak rola
badan jest rozumiana jako dostarczanie wiedzy, ktéra z kolei moze poprawi¢ jako§¢ zycia
wielu oséb i poprawi¢ wydajnos¢ ustug socjalnych.

c) Ograniczenie dalszego wykorzystania wynikéw badai

Dalsze wykorzystanie danych powinno byé mozliwe, jesli dotyczy wynikébw badan, a nie
danych, na podstawie ktérych badania byty realizowane. Proponowana zmiana nie
uwzglednia tego fundamentalnego rozréznienia, co moze prowadzi¢ do nieograniczonego
wtérnego wykorzystania surowych danych osobowych pod pretekstem ,badan
naukowych”.

d) Unormatywnienie motywu 159 RODO

Wprowadzenie definicji pojecia badah naukowych, podobnie jak przeniesienie czesciowe
treSci motywu 26 do art. 4 pkt 1, stanowi unormatywnienie motywu 159 RODO. Ponownie
podkresli¢ nalezy, ze motywy sa narzedziem interpretacyjnym, nie normatywnym.
Witaczenie ich do artykutu prawotworczego powoduje, ze podnosi interpretacje do rangi
normy, ogranicza sie elastyczno$¢ kontekstowg i dynamicznoS§¢ znaczeniowa, co w
kontekScie neutralnosci technologicznej regulacji RODO ma bardzo istotne znaczenie,
zwtaszcza uwzgledniajac orzecznictwo TSUE. Zastgpienie motywow przepisem blokuje te
elastycznos&€ i prowadzi do przeregulowania w kierunku korzystnym dla administratoréw.
Znaczenie motywow ma silne powigzanie kontekstowe, a uzyte pojecia poddaja sie
wyktadni przez pryzmat zasad i dyrektyw regulacyjnych UE. W kontekScie UE s3g to
zwtaszcza zasady godnej zaufania sztucznej inteligenciji, ktére stanowiag punkt odniesienia
i kontekstowo warunkuja wyktadnie, réwniez przepisbw RODO, w tym dotyczacych
pojecia badafn naukowych, przy uwzglednieniu celéw ochronnych RODO.
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e) Rozszerzenie pojecia badai naukowych o cele komercyjne

Pojecie badan naukowych zostaje wbrew dotychczasowym intencjom prawodawcy
wyrazonym w motywie 159 rozszerzone o dziatalno§¢ prowadzong w istocie w celu
komercyjnym, co z uwagi na specyfike cyklu zycia Al, w istocie prowadzi do tego, ze
pojeciem badaf naukowych mozna obja¢ faze trenowania kazdego systemu Al To
fundamentalne wypaczenie sensu wyjatku badawczego, ktéry miat stuzyé rozwojowi
wiedzy w interesie publicznym, a nie komercyjnemu wykorzystaniu danych osobowych.

1.2.3. Przetwarzanie szczegdlnych kategorii danych w kontekscie Al (art. 9 ust. 2 lit.
k) i ust. 5 RODO)

Konstrukcja proponowanego art. 9 ust. 2 lit. k) oraz art. 9 ust. 5 RODO dotyczaca
przetwarzania danych wrazliwych w kontekScie rozwoju i operacji systemow Al jest
wadliwa z wielu powodéw systemowych i praktycznych.

a) Wywrécenie systemu art. 9 RODO

Wprowadzenie nowej podstawy prawnej przetwarzania danych wrazliwych wywraca
system art. 9 RODO. Art. 9 RODO ma konstrukcje wybitnie wyjatkowa: zasada jest
catkowity zakaz przetwarzania danych szczegdlnych kategorii, wyjatkiem sg taksatywnie
wyliczone, Scisle okreSlone przestanki, a kazdy wyjatek musi by¢ interpretowany scisle i
zawezajgco. Dodanie lit. k (,Al system or Al model”) rozszerza katalog wyjatkéw w sposéb
niespdjny systemowo, oderwany od logiki ochrony danych osobowych szczegblnych
kategorii oraz zorientowany na interes technologiczny, a nie ochronny. Jak wskazuje TSUE
, kazda ingerencja musi odpowiada¢ konieczno$ci, proporcjonalnosci, by nie ingerowaé w
prawa podstawowe w sposdéb ogdlny i niezréznicowany - czego projekt nie zapewnia
(m.in. C-293/12 i C-594/12, Digital Rights Ireland, pkt 52—-54)

b) Ekstremalnie szeroki zakres wyjatku

Zakres wyjatku jest ekstremalnie szeroki i obejmuje praktycznie wszystkie etapy zycia
systemdéw Al. Przepis obejmuje trenowanie, testowanie, walidacje oraz dziatanie
(operation) modeli Al. Oznacza to, ze wyjatek nie dotyczy ,konkretnej czynnosci”, lecz
catego cyklu zycia modelu Al, a kazde przetwarzanie danych wrazliwych w ramach Al -
rébwniez komercyjnego, masowego, nieweryfikowalnego - moze by¢ uznane za zgodne z
prawem. To skrajnie niebezpieczne, poniewaz zaden inny wyjatek z art. 9 ust. 2 nie ma
takiej ogblnej struktury.
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c) Brak wymogu niezbednos$ci i proporcjonalnosci

Przepis nie wymaga wykazania niezbednosci ani proporcjonalnosci. W lit. k brakuje
dwdch zasadniczych przestanek ochronnych, obecnych w wiekszosci innych wyjatkow:
.niezbednosci” przetwarzania oraz ,proporcjonalnosci” w Swietle celu. Wigkszos¢
wyjatkdéw w art. 9 ust. 2 dotyczy zdrowia publicznego, ratowania zycia, zatrudnienia,
ochrony waznego interesu publicznego lub celdéw archiwalnych w interesie publicznym,
do celéw badan naukowych lub historycznych lub do celéw statystycznych. Tymczasem
lit. k dopuszcza przetwarzanie danych wrazliwych z uwagi na interes
techniczno-rozwojowy prywatnego administratora. To fundamentalnie zaburza aksjologie
RODO.

d) Brak okreslenia celu uzasadniajacego przetwarzanie

Art. 9 ust. 2 lit. k nie okreSla, jaki cel uzasadnia przetwarzanie danych wrazliwych.
Przestanki art. 9 ust. 2 sg §ciSle powigzane z ochrong zdrowia, prawem pracy, waznym
interesem publiczny itp. Lit. k nie wskazuje zadnego konkretnego, materialnego celu:
Jporocessing in the context of the development and operation of an Al system”. Tak
szerokie sformutowanie oznacza legalizacje prawie kazdego modelu Al, brak koniecznosci
wykazania celu publicznego oraz brak rozréznienia pomiedzy interesem prywatnym a
interesem publicznym. Oznacza to, ze podmioty rozwijajgce technologie komercyjne
beda mogty przetwarza¢ dane wrazliwe dla swoich modeli tak tatwo, jak jednostka
badawcza w interesie publicznym — co jest sprzeczne z aksjologig RODO.

e) Techniczna nierealistyczno§é art. 9 ust. 5

Przepis zaktada usuwanie danych wrazliwych ,jesli zostang wykryte” — co jest
technicznie nierealne. Art. 9 ust. 5 wymaga identyfikacji danych wrazliwych w
datasetach, a nastepnie ich usunigcia albo ochrony. Problemy sg nastepujace: Al nie jest
w stanie wykry¢é wszystkich danych wrazliwych, zwtaszcza inferowanych; w modelach ML
dane wrazliwe moga by¢ zaszyte w parametrach i by¢ nieusuwalne; usunigcie danych nie
usuwa informacji zawartych w wagach; administrator nie ma narzedzi, by oceni¢, czy
model ,nadal pamieta” dane wrazliwe; mechanizmy ,machine unlearning” sa w fazie
eksperymentalnej. W konsekwencji przepis opiera sie na fikcji techniczne;j.

f) Furtka do omijania zgody

Wyijatek lit. k bedzie naduzywany jako furtka do omijania zgody z art. 9 ust. 2 lit. a. W
kontekscie Al wiekszoS§¢ przetwarzania danych wrazliwych powinna odbywaé sie na

16



Analiza wybranych aspektow | Digital Omnibus PL

podstawie szczegoblnej zgody (art. 9 ust. 2 lit. a) lub w ramach przetwarzania publicznego
(lit. g—j). Lit. k umozliwi administratorom rezygnacije z uzyskiwania zgody lub spetniania
innych podstaw przetwarzania danych szczegblnych kategorii.

g) Brak rozréznienia faz development i operation

Przepis nie wprowadza szczegbtowego rozréznia przetwarzania eksploracyjnego
(development) i operacyjnego (operation) obejmujac tworzac podstawy przetwarzania
jednakowo dla obu faz, pomijajac réznice w potencjalnym poziomie oddziatywania
przetwarzania w poszczegdlnych na prawa i wolnoéci podmiotéw danych.

h) Wtasciwe miejsce regulaciji

Wtasciwym miejscem regulacji przetwarzania szczegdlnych kategorii danych dla celéow
wykrywania i korygowania uprzedzen (bias detection) jest art. 10 ust. 5 AIA — i tam
nalezy jg pozostawi¢, przy ewentualnym rozszerzeniu zakresu podmiotowego i
przedmiotowego w sposéb Scisty i ograniczony. Zasadne jest utrzymanie standardu
LScistej koniecznosci” (strict necessity), obecnie obowigzujagcego dla systemoéw
wysokiego ryzyka, dla wszystkich dostawcdédw i podmiotéw wdrazajgcych systemy Al w
zakresie przetwarzania szczegéblnych kategorii danych osobowych, pomimo rdznicy
zakres6w obowigzywania obu tych aktéw.

1.2.4. Obowiazki informacyjne (art. 13 RODO)

Propozycja zwolnienia administratorbw z petnych obowigzkéw informacyjnych, gdy
uznajg oni, ze relacja z uzytkownikiem jest ,jasna i ograniczona” lub gdy sadzg, ze osoba
»Juz posiada” informacje, budzi powazne zastrzezenia.

Nalezy podkreslic, ze w obowigzujgcym brzmieniu przepisbw art. 13 ust. 4 RODO
przewiduje juz wytaczenie, zgodnie z ktérym ust. 1, 2 i 3 nie majg zastosowania, gdy — i
w zakresie, w jakim — osoba, ktérej dane dotycza, dysponuje juz tymi informacjami.
Proponowana zmiana idzie jednak znacznie dalej, wprowadzajgc dodatkowe, uznaniowe
przestanki wytgczenia obowigzku informacyjnego.

W praktyce przejrzystoSC stataby sie opcjonalna — osoby nie bytyby juz jasno
informowane o tym, jakie dane sg zbierane, w jakim celu i jak dtugo sg przechowywane.
Bez tej wiedzy prawa takie jak dostep, sprzeciw czy usuniecie tracg wszelkie praktyczne
znaczenie, poniewaz osoba nie wie, ze moze i powinna z nich skorzysta¢. Proponowane
rozszerzenie wytaczeh stanowi zatem istotne ostabienie fundamentalnej zasady
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przejrzystosci, ktéra jest warunkiem sine qua non skutecznej ochrony danych
osobowych.

1.2.5. Zautomatyzowane podejmowanie decyzji (art. 22 RODO)

Proponowana zmiana art. 22 RODO, polegajgca zamiast zakazu warunkowe dopuszczenie
oraz  usunieciu  wymogu  ,niezbednosci” jako  warunku  dopuszczalnoSci
zautomatyzowanego podejmowania decyzji w kontekScie umownym, stanowi
fundamentalng zmianeg filozofii regulacji, ktéra miata by¢ najsilniejszym mechanizmem
ochronnym gwarantujgcym autonomie i kontrole podmiotom danych.

a) Zmiana filozofii ochrony danych — od zakazu do dopuszczenia

Art. 22 w obowigzujagcym brzmieniu zbudowany na idei ochrony przed automatyzacja,
ochrony autonomii jednostki, gwarancji minimum ludzkiej kontroli oraz zasady
ostrozno$ci wobec zautomatyzowanego podejmowania decyzji. Digital Omnibus zmienia
to w kierunku normalizacji zautomatyzowanego podejmowania decyzji, umozliwienia
masowego stosowania automatyzacji oraz faktycznej rezygnacji z decyzji podejmowane;j
przez cztowieka, na etapie przed podjeciem decyz;ji.

b) Praktyczne znaczenie usunigcia wymogu niezbednosci

Dotychczas zautomatyzowane podejmowanie decyzji mozna byto w relacjach
kontraktowych stosowal tylko gdy bez niego realizacja umowy byta niemozliwa.
Przyktadowo: scoring kredytowy oparty wytacznie na zautomatyzowanym podejmowaniu
decyzji mégt by¢ stosowany tylko, jesli bank nie mogt zapewni¢ alternatywy. Po zmianie
administrator moze samodzielnie zdecydowaé, ze stosuje zautomatyzowane
podejmowanie decyzji, bez koniecznosci wykazania, ze jest to niezbedne do zawarcia lub
wykonania umowy. Konsekwencja jest to, ze zautomatyzowane podejmowanie decyzji
staje sie opcja biznesowa administratora, a nie wyjatkiem chronigcym osobe fizyczna. To
jest catkowite odwrdcenie dotychczasowej logiki.

c) Zautomatyzowane podejmowanie decyzji jako standard biznesowy

W wielu sektorach (bankowo$é, ubezpieczenia, telekomunikacja, praca, zdrowie,
edukacja, media) administratorzy beda mogli stosowaé zautomatyzowane
podejmowanie decyzji jako default, argumentowal, ze jest to ,efektywne”, ,tansze”,
.Szybsze”, eliminowaé procedury manualne oraz przerzuca¢ decyzje o duzej wadze na
algorytmy. Zmiana regulacyjna zatem jest zmiang paradygmatu.
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d) Utrata mozliwosci realnego wyboru przez osobe fizyczna

Bez wymogu niezbednosci osoba nie moze zadac alternatywy, administrator moze
odmoéwi¢ Swiadczenia ustugi, jesli odméwi sie zautomatyzowanego podejmowania
decyzji, a praktyka rynkowa wymusi zgode na zautomatyzowane podejmowanie decyzji
jako warunek korzystania z wigkszoSci ustug. To prowadzi do algorytmicznego przymusu
ekonomicznego.

e) lluzoryczno$éé prawa do interwencji ludzkiej

Prawo do interwencji ludzkiej (art. 22 ust. 3) staje sie iluzoryczne. Jezeli
zautomatyzowane podejmowanie decyzji jest dopuszczalne bez ograniczen, to
interwencja ludzka staje sie post factum, proces decyzyjny jest w petni automatyczny, a
rola cztowieka ograniczy sie do ,wyjadnienia decyzji”, a nie jej podjecia, co jest
podej§ciem zasadniczym zgodnie z obecnie obowigzujagcymi przepisami.

f) Kolizja z orzecznictwem TSUE

TSUE w sprawach C-634/21 SCHUFA, C-184/20 Vyriausioji tarnybinés etikos komisija
podkreslat, ze odstgpstwa i ograniczenia zasady ochrony takich danych powinny by¢
stosowane w granicach tego, co jest Scisle konieczne, zautomatyzowane podejmowanie
decyzji musi by¢€ &cisle ograniczone, test niezbednosci jest decydujacy oraz wyréwnanie
asymetrii miedzy administratorem a osobg fizyczng ma charakter konstytutywny. Digital
Omnibus ignoruje te lini¢ orzecznicza.

1.2.6. Prawnie uzasadniony interes dla systeméw Al (art. 88c RODO)

Proponowany art. 88¢c RODO rodzi szereg problemodw praktycznych i systemowych, ktére
wykraczajg poza kwestige neutralnoSci technologicznej.

a) Systemowe ostabienie ochrony danych osobowych

Art. 88c tworzy sektorowy wyjatek dla technologii Al ktéry rozszerza zakres
dopuszczalnego przetwarzania danych (w tym wtdrnego), uprzywilejowuje interes
administratora nad prawami jednostki, odrywa interes administratora od wymaganego
testu niezbednoSci i prawnego uzasadnienia, sprowadzajgc do deklaracji istnienia oraz
czyni z podstawy prawnie uzasadnionego interesu mechanizm pierwszego wyboruy,
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czynigc z praw i wolnosci jednostki wyjatek a nie cel ochrony. To odwraca aksjologie
RODOQ, ktérego celem nadrzednym jest ochrona praw podstawowych, nie wspieranie
rozwoju technologii, przy braku hierarchii podstaw prawnych przetwarzania. Wprowadza
w neutralnej technologicznie regulacji wytom o charakterze §cisle technologicznym.

b) Sprzecznoéé z opinig EROD 28/2024

Opinia EROD 28/2024 nie daje podstaw do uprzywilejowania LIA dla Al Przeciwnie,
podkresla: brak hierarchii podstaw prawnych, konieczno$¢ petnego testu LIA (interes —
konieczno§é — rownowaga), szczegblne ryzyka zwigzane z dziataniem modeli Al oraz brak
rozsadnych oczekiwah osbéb fizycznych co do wykorzystywania ich danych do
trenowania modeli Al. Art. 88c ignoruje te wymogi, tworzac ,ustawowe uproszczenie”
sprzeczne z wytycznymi EROD.

c) Kolizja z orzecznictwem TSUE

TSUE wymaga Scistej wyktadni wyjatkdw, oceny kontekstu i asymetrii informacji oraz
szczegblnej ochrony wobec procesdéw profilowania. Art. 88c dopuszcza przetwarzanie
danych w fazie rozwoju i dziatania modeli Al bez testu niezbednosci, bez analizy
zgodnoSci celu oraz w warunkach skrajnej asymetrii wiedzy migedzy administratorem a
osobg fizyczna. Jest to sprzeczne z linig orzecznicza (m.in. Meta, SCHUFA, Nowak,
Jehovan todistajat). Zgodnie z orzecznictwem TSUE (C-252/21 Bundeskartellamt, pkt 112;
C-621/22 Tennisbond, pkt 55), rozsadne oczekiwania osoby, ktbérej dane dotycza,
odgrywaja kluczowa role w teScie robwnowagi interesow. W przypadku szkolenia i operaciji
Al ztozono$S¢, wieloS¢ i ciggta ewolucja systemdéw oznaczajg, ze osoby, ktérych dane
dotyczg, nie moga rozsadnie oczekiwal takiego przetwarzania ani jego zakresu.

d) Naruszenie kluczowych zasad RODO

W zakresie ograniczenia celu (art. 5 ust. 1lit. b) - art. 88c umozliwia wtérne przetwarzanie
danych osobowych do celéw Al bez testu zgodnosci celdw, co zwigzane jest z wyjeciem
g0 poza nawias regulacji podstaw prawnych jedynie z odwotaniem do art. 6 ust. 1lit. . W
zakresie minimalizacji danych (art. 5 ust. 1 lit. ¢) - modele Al wymagaja danych
masowych i zréznicowanych; art. 88c nie zapewnia realnych mechanizméw
minimalizacyjnych. W zakresie rozliczalnosci (art. 5 ust. 2) - przeniesienie cigzaru oceny
legalnoSci na sama deklaracje istnienia ,interesu” administratora - bez wymogu
wykazania niezbedno$ci czy proporcjonalnoéci - ostabia rozliczalno§¢. W zakresie prawa
do sprzeciwu (art. 21) - w praktyce jest nieskuteczne: dane wykorzystane do trenowania
modeli nie podlegajg odwracalnemu usunigciu.
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2. Zmiany w AlA (Rozporzadzenie 2024/1689)

2.1. Uwagi ogblne

2.1.1. Ocena ogoblnego kierunku zmian

Deklarowanymi celami propozyciji Digital Omnibus on Al sg m.in. uproszczenie procesu
stosowania AIA czy zmniejszenie obcigzeh administracyjnych dla przedsiebiorstw. Cele
te jako takie zastugujg na aprobate. Warto jednak mie¢ na wzgledzie, ze w praktyce wiele
z proponowanych zmian - wydaje si¢ nie mie€¢ charakteru wytgcznie technicznego,
porzadkujacego czy “doprecyzowujgcego” istniejgce przepisy, a idac dalej, niektore z
nich moga stwarzaC powazne ryzyko, ze bedg odbywal sie kosztem ostabienia
mechanizméw ochrony praw podstawowych, rozliczalnosci oraz egzekwowalnosci
obowigzkédw dostawcow i podmiotdéw stosujgcych czy nawet prowadzi¢ do deregulacji
systemowe;.

2.1.2. Tryb procedowania projektu

Propozycja Digital Omnibus on Al jest procedowana w wyjatkowo szybkim tempie, co
rodzi powazne ryzyko zarbwno niepetnej oceny Komisji Europejskiej co do skutkéw tej
regulacji, jak i pominiecia w tym procesie odpowiednio szerokich konsultacji publicznych.
Na powyzsze wskazujg takze informacje wynikajagce z dokumentéw Komisji,
upublicznionych przez Corporate Europe Observatory (ktéra uzyskata je w trybie
dostepu do informacji publicznej). Z materiatébw tych wynika, ze w konsultacjach
poprzedzajgcych propozycje (tzw. ,Reality Checks”) udziat brali przede wszystkim
przedstawiciele “biznesu”, w tym warto zauwazy¢, ze jesli chodzi o ,Reality Check on Al” -
uczestniczyto w nim dziesie¢ przedsiebiorstw i stowarzyszen branzowych (w tym
podmiotdéw postulujgcych za “ostabieniem” AIA) i zaledwie dwie organizacje
spoteczenstwa obywatelskiego.

Biorgc pod uwage skale wptywu sztucznej inteligencji na rzeczywisto$¢ gospodarczg,
prawng i spoteczng - to tak istotne zmiany w regulacji tego obszaru - powinny by¢
poprzedzone odpowiednio szerokimi konsultacjami zapewniajgcymi przede wszystkim
zrobwnowazong reprezentacje wszystkich zainteresowanych stron, w tym administraciji
publicznej, nauki, organizacji konsumenckich, Srodowisk praw cztowieka, organizaciji
spoteczenstwa obywatelskiego etc.
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2.1.3. Wptyw na prawa podstawowe

Proponowane zmiany w AlA (rozpatrywane w ujeciu systemowym) wydaja sie prowadzi¢
do ostabienia mechanizmédw ochrony praw podstawowych przewidzianych w
pierwotnym tekscie rozporzadzenia, a co najmniej stwarzajg realne ryzyko takiego
ostabienia.

Cho¢ poszczegblne proponowane zmiany w AIA moga w zatozeniu nieS¢ ze soba
uzasadnione uproszczenia regulacyjne (i zapewne w praktyce tak moze by¢), to brak
petnej oceny skutkdéw, przyspieszony tryb procedowania oraz niedostateczna
reprezentacja interesariuszy spoza sektora przemystu nie pozwalajg na rzetelng ocene
rzeczywistego wptywu propozycji na prawa podstawowe i zagrozen jakie moga te zmiany
spowodowaé. Analiza poszczegdlnych zmian w ich wzajemnym powigzaniu wskazuje na
ogblne ryzyko systemowego ostabienia mechanizméw ochrony praw podstawowych.

2.2. Uwagi szczegbtowe
2.2.1. Zmiana harmonogramu stosowania (art. 111i 113 AIA)

AlA przewiduje stosowanie przepisdw o systemach wysokiego ryzyka od 2 sierpnia 2026

r. (zatgcznik Il - m.in. biometria, wymiar sprawiedliwoéci, edukacja, zatrudnienie,
migracja) i od 2 sierpnia 2027 r. (zatacznik | - m.in. wyroby medyczne, lotnictwo,
zabawki).

Ponadto art. 111 ust. 2 AIA przewiduje tzw. klauzule ,grandfatheringu”. Zgodnie z tym
przepisem do systemoéw Al wysokiego ryzyka, ktére zostaty wprowadzone do obrotu lub
oddane do uzytku przed dniem 2 sierpnia 2026 r, co do zasady nie stosuje sig
obowigzkéw przewidzianych w rozporzadzeniu (co ma zapobiec jego retroaktywnemu
stosowaniu). Obowiazki te znajdg zastosowanie dopiero w przypadku, gdy po tej dacie
system zostanie poddany istotnym zmianom projektowym (significant changes in
design). Jednoczeénie przepis ustanawia odrebny termin dostosowawczy dla systeméw
Al wysokiego ryzyka przeznaczonych do uzycia przez organy publiczne — dostawcy i
podmioty stosujgce powinni podjaé dziatania zmierzajgce do zapewnienia zgodnoSci z
wymaganiami rozporzadzenia najpdzniej do 2 sierpnia 2030 .

Propozycja Digital Omnibus on Al przewiduje zmiang harmonogramu stosowania regulacji
poprzez wprowadzenie tzw. mechanizmu “stop-the-clock” tj. warunkowego odroczenia
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stosowania uzaleznionego od decyzji Komisji potwierdzajgcej dostepno$S¢ narzedzi
wspierajacych zgodno$¢, z data graniczna nie pdzniej niz 2 grudnia 2027 r. (dla systeméw
z zatgcznika lll) i 2 sierpnia 2028 r. (dla systeméw z zatgcznika ).

Proponowany projekt odraczajgc stosowanie przepiséw rozdziatu Il w odniesieniu do
systemdéw wysokiego ryzyka z art. 6 ust. 2 i zatacznika I, w praktyce wydtuza réwniez
okres przejsciowy wynikajacy z klauzuli ,grandfatheringu” (art. 111 ust. 2) — data graniczna
przesuwa sie z 2 sierpnia 2026 r. do maksymalnie 2 grudnia 2027 r. W konsekwencji
wigksza liczba systemow Al wysokiego ryzyka z zatgcznika Ill bedzie mogta funkcjonowac
na rynku przez dtuzszy czas bez zastosowania petnego rezimu obowigzkéw

rozdziatu Ill.

a) Wptyw na wymiar sprawiedliwo$ci i administracje publiczna

Odroczenie stosowania przepiséw rozdziatu lll (w zakresie systemoéw wysokiego ryzyka z
zatacznika Ill) oznaczatoby, ze nawet do 2 grudnia 2027 r. systemy Al wykorzystywane
m.in. w obszarze wymiaru sprawiedliwosci, §cigania oraz administracji publicznej (o
potencjalnie istotnym wptywie na prawa jednostek) - mogtyby funkcjonowaé de facto
bez zastosowania kluczowych wymogéw wskazanego rozdziatu, w tym: petnego systemu
zarzadzania ryzykiem (art. 9), wymogoéw dotyczacych danych i zarzadzania danymi (art.
10), obowiazku zapewnienia nadzoru ludzkiego (art. 14), wymogbw przejrzystosci i
przekazywania informaciji podmiotom wdrazajgcym (art. 13) oraz obowigzkéw podmiotéw
stosujgcych, w tym przeprowadzenia oceny wptywu na prawa podstawowe (art. 26—-27).

b) Zagrozenie dla ochrony praw podstawowych

Wskazane opbznienie stosowania kluczowych przepisdbw rozdziatu Ill oznacza, ze
potencjalnie przez dodatkowych 16 miesiecy - systemy Al mogace wywierac istotny
wptyw na prawa cztowieka beda mogty funkcjonowa¢ na rynku bez petnego rezimu
ochronnego (tj. bez zastosowania catego pakietu obowigzkéw i zabezpieczen jakie
przewiduje rozdziat Il AIA). Dotyczy to w szczegdlnosci systemédw stosowanych w
obszarach biometrii, wymiaru sprawiedliwoéci, organéw §cigania, migracji, edukacji i
zatrudnienia, a zatem dziedzin, w ktérych ryzyko naruszenia praw podstawowych jest
szczegblnie wysokie.

Odroczenie nie oznacza oczywiScie w tym okresie catkowitego braku ram prawnych
ochrony praw jednostek, poniewaz nadal zastosowanie znajdujg m.in. RODO czy
standardy ochrony praw podstawowych wynikajgce z prawa UE, w tym z Karty Praw
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Podstawowych. Jednak wydaje sig, ze regulacje te co do zasady nie adresujg w petni
ryzyk specyficznych dla technologii Al, czego potwierdzeniem jest sam fakt uchwalenia
AlA jako odrebnego instrumentu prawnego, wprowadzajgcego dedykowane mechanizmy
ochronne wykraczajagce poza dotychczasowe ramy (m.in. wymogi dotyczace jakoSci
danych treningowych, obowigzek zapewnienia nadzoru ludzkiego czy ocene wptywu na
prawa podstawowe specyficzng dla systemow Al).

c) Kontekst braku standardéw technicznych i “stop-the-clock”

Projekt uzasadnia wprowadzenie mechanizmu “stop-the-clock”/"ruchomy termin” - w
zakresie stosowania wymogow dla systemow wysokiego ryzyka m.in. tym, ze op&znienia
W przygotowaniu instrumentéw wspierajacych zgodnos¢ (w szczegblnoSci norm
zharmonizowanych, wspoélnych specyfikacji i wytycznych) mogtyby utrudnié praktyczne
wdrozenie obowigzkdédw oraz zwigkszyé koszty zgodnosci. W ocenie Komisji ma to
uzasadniaé odejScie od pierwotnej daty 2 sierpnia 2026 r. Jest to stanowisko
uzasadnione, ale jedynie w czegsci.

Z perspektywy ochrony praw podstawowych i pewnosci prawa nalezy bowiem
podkresli¢, ze cze§¢ obowigzkédw z rozdziatu Il ma charakter organizacyjny i procesowy
(np. system zarzadzania ryzykiem, nadzér cztowieka, prowadzenie dokumentaciji) i moze
by¢ wdrazana niezaleznie od petnego zestawu norm zharmonizowanych. W konsekwencji
samo opdznienie prac standaryzacyjnych nie powinno automatycznie uzasadniaé
odroczenia stosowania catego rozdziatu Il (sekcje 1-3).

Warunkowy i trudny do przewidzenia moment wydania decyzji Komisji utrudnia
zapewnienie zgodnosci po stronie dostawcdw i podmiotdédw stosujgcych systemy Al, a
takze przygotowanie organéw wtasciwych do nadzoru i egzekwowania przepisow.

d) Postulat réznicowania obowigzkéw

Zasadne wydaje sig rozwazenie zrbznicowania odroczenia wedtug rodzaju obowigzkéw. W
szczegblnosci obowiazki, ktére nie sa wprost zalezne od standarddéw technicznych (np.
obowigzki transparentnosSci wobec podmiotdéw stosujgcych, podstawowe elementy
systemu zarzadzania ryzykiem, nadzér cztowieka, wymogi organizacyjne po stronie
podmiotéw stosujgcych w tym przygotowanie do FRIA), mogtyby by¢ stosowane zgodnie
z pierwotnym harmonogramem lub z krétszym odroczeniem, przy pozostawieniu
ewentualnie dtuzszego okresu jedynie dla wymogow stricte technicznych.

24



Analiza wybranych aspektoéw | Digital Omnibus PL

e) Graniczne daty (backstop dates)

Pozytywnie nalezy oceni¢ wprowadzenie tzw. dat granicznych - 2 grudnia 2027 r.
(zatacznik 1lI) i 2 sierpnia 2028 r. (zatgcznik 1) - po ktérych przepisy zacznag byé
stosowane niezaleznie od decyzji Komisji. Zapewnia to minimalng przewidywalno$¢ co do
najpdzniejszego momentu rozpoczecia stosowania przepiséw. Nie eliminuje to jednak
niepewnosci prawnej w okresie poprzedzajgcym te daty - podmioty zobowigzane nadal
nie wiedzg, kiedy doktadnie przepisy zaczng obowigzywac.

2.2.2. Kompetencje w zakresie Al (art. 4 AIA)

Propozycja Komisji zaktada istotng zmiane art. 4 AlA. Obecnie regulacja przewiduje
obowigzek wobec dostawcd4w i podmiotdw stosujgcych systemy Al zapewnienia
personelowi - w mozliwie najwiekszym stopniu - odpowiedniej wiedzy, za$§ projekt
przeksztatca wskazany obowigzek w zobowigzanie pafistw cztonkowskich oraz Komisji do
zachecania tych podmiotéw do podejmowania dziatah na rzecz budowania kompetencji
swojego personelu w zakresie Al.

Zniesienie obowigzku i zastgpienie go jedynie “zacheceniem” powoduje przede
wszystkim brak realnej mozliwoSci rozliczalnoSci i egzekwowalnoSci standardéw Al
literacy po stronie dostawcd4w i podmiotdw stosujagcych systemy Al Nie nalezy
oczekiwa¢, by standardy Al literacy byly w sposdéb automatyczny spetniane przez
adresatow innych obowigzkéw wynikajacych z AIA tylko dlatego, ze spetnienie tych
obowigzkédw jest funkcjonalnie zalezne od posiadania odpowiedniego poziomu
kompetencji w zakresie Al. Utrata statusu samodzielnego wymogu w zakresie zgodnosci z
AIA moze powodowaé uznawanie szkoleh w zakresie Al literacy za koszt fakultatywny, w
konsekwencji pomijany lub co najmniej nie traktowany priorytetowo.

a) Ostabienie celu regulaciji

Zmiana art. 4 AIA znaczaco ostabia cel, jakim jest bezpieczne i odpowiedzialne wdrazanie
technologii. Brak obowigzku posiadania przez personel “w mozliwie najwiekszym stopniu”
odpowiednich kompetencji - na kazdym etapie cyklu zycia Al moze bezpoSrednio
przetozy€ sie na nizszy poziom ochrony praw podstawowych, w tym prawa do ochrony
danych. Takie stanowisko wyraza réwniez EDPB i EDPS we wspdlnej opinii (1/2026).
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b) Problem niejasnos$ci i proporcjonalnosci

Zarbwno obecne, jak i proponowane brzmienie art. 4 AIA budzi watpliwosci
interpretacyjne z uwagi na postugiwanie sie pojeciami niedookreslonymi (w
szczegblnoSci ,odpowiedni poziom”), ktére w praktyce moga powodowaé niepewno$é
wdrozeniowg co do zakresu wymaganych §rodkéw (poziomu merytorycznego i
czestotliwoséci szkolei czy weryfikacji nabytych kompetenciji). Odwotanie sie do
kryteribw takich jak ,wiedza techniczna, doswiadczenie, wyksztatcenie i wyszkolenie”
oraz ,kontekst wykorzystania” ma charakter ocenny i rdéwniez nie przesadza o
zdefiniowaniu minimalnych standardéw. NiepewnoS¢ pojawia sie takze co do zakresu
podmiotowego tej regulaciji tj. ustalenia, ktdérzy pracownicy/wspoétpracownicy faktycznie
wymagaja przeszkolenia.

c) Utrzymanie szkoleh dla systeméw wysokiego ryzyka

Nalezy zaznaczy€, ze zmiana ta nie znosi obowigzkéw dla podmiotéw stosujgcych
systemy Al wysokiego ryzyka. Wymogi w tym zakresie pozostajg w mocy, co wynika z
brzmienia art. 26 ust. 2, ktéry naktada na podmioty stosujace te systemy - obowigzek
powierzenia nadzoru cztowieka - osobom fizycznym, ktére maja niezbedne kompetencje,
szkolenie i upowaznienie (oraz zapewnienie im wsparcia). Ten stan normatywny moze
jednak stanowi¢ podstawe do wzmocnienia przekonania u dostawcéw i podmiotéw
stosujgcych systemy, ze standardy Al literacy nie odgrywajg istotnej roli w odniesieniu
do systemoéw Al innych niz te wysokiego ryzyka.

d) Ogélna rekomendacja EDPB i EDPS

We wspdlnej opinii EDPB i EDPS (1/2026) stanowczo zalecajg utrzymanie obowigzkowego
charakteru przepiséw dotyczacych kompetencji w zakresie Al. Organy postulujg takze
zobowigzanie Komisji Europejskiej (i organéw regulacyjnych) do wydania dla dostawcéw i
podmiotéw stosujacych Al, praktycznych wytycznych w zakresie wdrazania Al literacy,
zamiast znoszenia obecnego obowigzku wynikajgcego z art. 4 AlA.

e) Watpliwoéci zwigzane z uzasadnieniem zmiany

Uzasadnienie zmiany art. 4, zawartej w motywie 5, budzi watpliwosci, poniewaz opiera sie
na zatozeniu o ,jednolitym” charakterze pierwotnego obowigzku. Obowigzek zapewnienia
Al literacy nie implikowat bowiem jednolitego, sztywnego standardu dla wszystkich
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podmiotéw, lecz — zgodnie z jego funkcjg i zasadg proporcjonalnosSci — dopuszczat i
zaktadat zréznicowanie zakresu oraz intensywnosci dziatah szkoleniowych w zalezno$ci
od skali dziatalnoéci, rodzaju systeméw i kontekstu ich uzycia. Co wigcej, nowelizacja nie
usuwa wskazywanego problemu, poniewaz takze model oparty na ,zachegcaniu”
pozostaje normatywnie niedookreslony i nie wprowadza zadnych nowych mechanizméw

realnego réznicowania adresatow. W konsekwencji argument o ,one-size-fits-all” petni
raczej funkcje retorycznego uzasadnienia ostabienia normy niz rzeczywistej diagnozy jej

wady konstrukcyjne;j.

2.2.3. Zniesienie obowigzku rejestracji systeméw Al (zmiana art. 6 ust. 4 oraz
uchylenie art. 49 ust. 2 i sekcji B w zatgczniku VIII AlA)

AlA pozwala dostawcom systemdw wymienionych w zatgczniku lll na samodzielng ocene,
w przedmiocie tego czy ich system nie stanowi systemu wysokiego ryzyka, o ile spetnia
on przynajmniej jeden z warunkéw okreslonych w art. 6 ust. 3 (np. stuzy wasko
okreS§lonemu zadaniu proceduralnemu czy poprawia wynik zakoficzonej uprzednio
czynnosci wykonywanej przez cztowieka) oraz nie stwarza znaczacego ryzyka szkody dla
zdrowia, bezpieczenstwa lub praw podstawowych oséb fizycznych. Jako swego rodzaju
mechanizm réwnowazgcy takg swobode samooceny, AIA naktada jednocze$nie
obowiazek rejestracji tych systemdéw w unijnej bazie danych (art. 49 ust. 2, sekcja B
zatacznika VIII). Digital Omnibus on Al proponuje zniesienie tego obowigzkuy,
pozostawiajgc jedynie wymodg udokumentowania oceny przed wprowadzeniem systemu
do obrotu lub oddaniem do uzytku i udostepnienia jej organom krajowym na ich zadanie.

Zniesienie obowiagzku rejestracji moze przede wszystkim ograniczyC transparentnos$c¢
samooceny dostawcé4w na etapie ex ante. W konsekwenciji rzetelne due diligence po
stronie podmiotéw wdrazajgcych oraz mozliwoS¢ wczesnej reakcji organéw witasciwych
moga w wiekszym stopniu zaleze¢ od dziatafi podejmowanych dopiero ex post, na
podstawie dokumentacji udostepnianej na zadanie.

a) Likwidacja mechanizmu kontroli publicznej

Nalezy podkresli¢, ze obowiazek rejestracji stanowi jedyna forme uprzedniego (tj. przed
wprowadzeniem na rynek) nadzoru nad decyzja dostawcy o uznaniu systemu z
zatgcznika Il za niebedacy systemem wysokiego ryzyka. Publiczna rejestracja umozliwia
podmiotom stosujgcym Al przeprowadzenie odpowiedniej weryfikacji i oceny ryzyk
przed wdrozeniem systemu, a organom krajowym i organom ochrony praw
podstawowych (FRABs) — podjecie dziatan nadzorczych zanim system trafi na rynek.
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EDPB i EDPS w opinii 1/2026 wprost rekomendujg utrzymanie tego obowiazku, wskazujac
ze jego zniesienie znaczaco ostabi rozliczalno§¢ dostawcow i stworzy ,zachete” do
naduzywania wytaczenia. Zaznaczajac takze, ze oszczednosci po stronie dostawcoéw sg
przy tym znikome w poréwnaniu z potencjalnymi ryzykami dla praw podstawowych.

b) Przejrzystosé i rozliczalno$é

Ograniczenie obowiazku rejestracji redukuje obcigzenia administracyjne dla dostawcéw
systemow, ale istotnie ostabia publiczng widocznos¢ decyzji klasyfikacyjnej, przenoszac
kluczowe uzasadnienie poza rejestr - do dokumentacji wewnetrznej dostawcy. W efekcie
rozliczalno§¢ przyjmuje w wiekszym stopniu charakter warunkowy i reaktywny, zalezny
od inicjatywy organéw nadzorczych, a nie systemowej transparentnosci ex ante. Cho¢
obowigzek udokumentowania oceny ryzyka zachowuje minimalny standard kontroli, brak
jego ujawnienia w rejestrze ogranicza mozliwo§¢ zewnetrznej weryfikacji — zaréwno przez
organy innych panstw, jak i przez pozostatych interesariuszy. Zgodnie z motywem 9,
dostep do dokumentacji miatyby “wtasciwe organy krajowe”. Nie jest to rozwigzanie
optymalne z punktu widzenia ochrony podmiotéw prywatnych, w tym radcéw prawnych
oraz ich klientéw.

c) Zagrozenie dla wymiaru sprawiedliwo$ci

Z perspektywy samorzadu radcow prawnych jako zawodu zaufania publicznego
powotanego do profesjonalnego Swiadczenia pomocy prawnej, w tym polegajgcej na
reprezentowaniu klientobw przed sadami, szczegblnie istotng i wysoce ryzykowna
konsekwencja planowanej zmiany jest wytaczenie spoérdéd obowigzku rejestracji -
systeméw Al stosowanych w wymiarze sprawiedliwo$ci. Majagc na uwadze otwarty i
nieostry charakter wyjatkbw okreSlonych w art. 6 ust. 3 AIA nalezy stwierdzi¢, ze
pozostawienie ich samodzielnej oceny w tym zakresie dostawcom stwarza ryzyko dla
praw podstawowych, w tym prawa do sadu oraz dla fundamentalnych zasad
praworzadno$ci oraz panstwa prawa. Sa to ryzyka szczegdlnie istotne z punktu widzenia
prawnej ochrony intereséw uczestnikdbw postepowan, na rzecz ktérych radcowie prawni
Swiadczg pomoc prawng. Doda¢ nalezy, ze ewentualne szkody zwigzane z wadliwym
funkcjonowaniem systemoéw nie podlegajgcych obowigzkowi rejestracji moga by¢ realnie
trudne do naprawienia, bioragc pod uwage nieodwracalne skutki niektérych decyzji
procesowych, ktére moga zosta¢ podjete w efekcie stosowania systemow. Pozostawienie
wymogu rejestracji systemow nie uznanych za systemy wysokiego ryzyka pozwala na
czesciowe ograniczenie tych ryzyk ex ante.
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2.2.4. Wspétpraca z organami ochrony praw podstawowych (art. 77 AlA)

Zgodnie z art. 77 AIA krajowe organy lub podmioty publiczne, ktére nadzorujg lub
egzekwujg przestrzeganie obowigzkdw wynikajgcych z prawa UE w zakresie ochrony
praw podstawowych (tzw. FRABs — Fundamental Rights Authorities/Bodies) maja
uprawnienie do bezposSredniego zadania dokumentacji od dostawcoéw i podmiotow
stosujgcych systemy Al wysokiego ryzyka, gdy dostep do niej jest niezbedny do
skutecznego wypetniania przez FRABs ich ustawowych zadan (,mandatéw”). Zgodnie z
propozycjg Digital Omnibus on Al — wskazane zgdanie dostepu FRABs ma odbywac¢ sig
poprzez posrednika tj. organy nadzoru rynku (MSA).

Przyktadowo w kontekscie krajowym (zgodnie z projektem ustawy o systemach sztuczne;j
inteligenciji) gtébwnym MSA ma by¢ Komisja Rozwoju i Bezpieczenstwa Sztucznej
Inteligencji (KRiBSI), cho¢ w zaleznosci od sektora moga wchodzi¢ w gre inne wtasciwe
organy. Do FRABs w Polsce nalezg m.in. UODO, Rzecznik Praw Pacjenta, Pafistwowa
Inspekcja Pracy i Rzecznik Praw Dziecka. Zgodnie z Rozporzadzeniem 2024/1689 wykaz
jest na biezaco aktualizowany.

Kierunkowo zmiane te nalezy oceni¢ pozytywnie, jednak z pewnymi zastrzezeniami.
a) Pozytywne aspekty

Konstrukcja MSA jako scentralizowanego punktu kontaktowego moze w zatozeniu
przynieS¢ liczne korzysci takie jak chocby lepsza koordynacja dziatah miedzy organami i
ustandaryzowana procedura (w tym jeden punkt kontaktowy zamiast wielu organéw).
Nowy obowigzek $cistej wspotpracy i wzajemnej pomocy (proponowany art. 77 ust. 1b)
moze takze wusprawni¢ wymiane informacji (szczegblnie w przypadkach
transgranicznych).

Nalezy réwniez pozytywnie oceni¢ propozycje zniesienia ograniczenia stosowania art. 77
ust. 1 AIA wytacznie do systemdw wysokiego ryzyka z Zatacznika lll, co naturalnie daje
mozliwos¢ szerszej ochrony praw podstawowych.

b) Rola MSA w ocenie wnioskow.

Proponowana regulacja nie okreSla w sposdb dostatecznie precyzyjny, jakg role ma
petni¢ MSA przy przyjeciu wniosku. W naszej ocenie rola MSA powinna ograniczac sie do
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funkcji organizacyjno - koordynacyjnej (przyjmowania wniosku, zapewnienia kanatu
komunikacji z dostawcg i procedowania go przede wszystkim w aspektach wymogéw
formalnych - tworzac swego rodzaju “hub” administracyjny w tym obszarze).
Merytoryczna ocena (w tym sama kwestia zasadno$ci wniosku) powinna pozostaé w
kompetencji FRABs, co nalezy doprecyzowac w propozyciji art. 77 ust. 1 AlA.

Pozostawienie proponowanej konstrukcji tworzy ryzyko, ze posrednictwo MSA stanie sie
pewnego rodzaju mechanizmem filtrujgcym i blokujgcym, ktéry moze realnie ostabiaC
dziatanie FRABs i co za tym idzie efektywno§¢ ochrony praw podstawowych.

c) Ryzyko ograniczenia zakresu przekazywanych informaciji

Propozycja art. 77 ust. 1a AlA zmienia takze istotnie zakres uprawnienn FRABs — z zadania
dokumentaciji ,sporzadzonej lub prowadzonej na mocy niniejszego rozporzadzenia" (tj.
przez operatora zgodnie z art. 77 ust. 1 AlA) na dokumentacje ,sporzadzona lub
prowadzong przez organ nadzoru rynku'. Przewiduje réwniez, ze MSA zwraca sie do
operatora o informacje ,w razie potrzeby" , co de facto moze pozostawiaé MSA
swobodng oceng, czy zwrdcenie sie jest konieczne. Regulacja Digital Omnibus on Al nie
daje tez mozliwosci samodzielnego zwrdcenia sie¢ do operatora, zatem istnieje ryzyko, ze
zakres informaciji jaki otrzyma FRABs moze by¢ posrednio ksztattowany przez MSA.

d) Ryzyko nieefektywnoécii opdzniei

EDPB i EDPS we wspélnej opinii (1/2026) zauwazajg, ze wymodg uzyskiwania informacji
wytacznie przez MSA moze w praktyce prowadzi€ do nieefektywno$ci i opdznien w
dziataniach FRABs. Dodatkowy posrednik w procedurze moze wydtuzy¢ czas reakciji na
potencjalne naruszenia praw podstawowych. EDPB i EDPS postulujg, by regulacja
okreSlata, ze organy nadzoru rynku majg obowigzek przekazywal informacje zgdane
przez FRABs bez zbednej zwtoki (zarébwno na poziomie krajowym, jak i transgranicznym).

2.2.5. Propozycja wprowadzenia do AlA art. 4a tj. zmiany w zakresie przetwarzania
danych wrazliwych

Zgodnie z art. 10 ust. 5 AIA dostawcy systemow Al wysokiego ryzyka moga wyjatkowo
przetwarzaC szczegblne kategorie danych osobowych w zakresie w jakim jest to
bezwzglednie konieczne (strictly necessary) do zapewnienia wykrywania i korygowania
stronniczo$ci takich systeméw - zgodnie z wymogami art. 10 ust. 2 lit. f) i g) AIA.
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Warunkiem takiego przetwarzania jest stosowanie odpowiednich zabezpieczeh w
zakresie podstawowych praw i wolnoéci osbb fizycznych.

Propozycja Digital Omnibus on Al zaktada wprowadzenie nowego przepisu tj. art. 4a,
ktéry miatby zastgpi¢ przywotany wyzej art. 10 ust. 5 AlA, a takze - co istotne - rozszerza
znaczaco jego zakres podmiotowy i przedmiotowy.

a) Zakres podmiotowy i przedmiotowy

Projekt rozszerza mechanizm dopuszczajgcy przetwarzanie szczegdlnych kategorii
danych osobowych na potrzeby wykrywania i korygowania stronniczoSci nie tylko na
dostawcoéw, lecz rowniez na podmioty stosujgce. Jednoczesnie, zgodnie z art. 4a ust. 2,
rozwigzanie to znajdzie zastosowanie takze w odniesieniu do szerszego katalogu
systeméw i modeli Al (nie tylko systemdéw wysokiego ryzyka, lecz réwniez innych
systemoéw oraz modeli, w tym modeli GPAI), co istotnie zwigksza liczbe podmiotéw i
“kontekstéw”, w ktérych dopuszczalne bytoby przetwarzanie danych wrazliwych.
Rozszerzenie kregu podmiotébw budzi watpliwosci, poniewaz podmioty stosujace - w
odrbznieniu od dostawcow - w wielu przypadkach nie majg petnej wiedzy o
architekturze systemu Al ani dostepu do informacji o danych wykorzystanych w procesie
uczenia, co moze utrudniaC rzetelng oceng, czy przetwarzanie danych wrazliwych jest
rzeczywiscie niezbedne do wykrycia i skorygowania stronniczo$ci.

b) Standard koniecznoéci i stanowisko EDPB i EDPS

Obecny art. 10 ust. 5 AIA wymaga, aby przetwarzanie danych wrazliwych byto ,Scisle
niezbedne" (strictly necessary). Proponowana przez Digital Omnibus on Al zmiana obniza
ten standard tj. art. 4a ust. 1 postuguje sie kryterium ,niezbedne" (necessary), natomiast
art. 4a ust. 2 kryterium ,niezbedne i proporcjonalne” (necessary and proportionate).
Ztagodzenie wymogu niezbednosci budzi watpliwosci w Swietle doS¢ restrykcyjnego
podejscia prawa UE do przetwarzania szczegdlnych kategorii danych osobowych, ktére
jest co do zasady zakazane na gruncie art. 9 ust. 1 RODO, a wyjatki od tego zakazu
powinny by¢ definiowane wasko. EDPB i EDPS we wspolnej opinii 1/2026 zwracaja uwage,
ze o ile cel walki ze stronniczoscig jest stuszny, o tyle propozycja Komisji ostabia
standard ochrony, zmieniajgc wymég ,Scistej niezbednosci” na zwyktg ,niezbednose”.

Organy wskazujg réwniez, ze aby ograniczy€ ryzyko naduzyé, przypadki, w ktérych
dostawcy i podmioty stosujgce - mogtyby powotywac sie na wyjatek przewidziany w art.
4a w odniesieniu do systemoéw i modeli Al innych niz wysokiego ryzyka - powinny by¢
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jasno okreslone i zawezone do sytuacji, w ktérych ryzyko istotnych negatywnych
skutkéw wynikajacych ze stronniczosci jest rzeczywiscie powazne.

c) Normalizacja masowego gromadzenia danych

Wprowadzenie art. 4a w proponowanym brzmieniu moze prowadzi¢ do normalizacji
przetwarzania (a w praktyce takze pozyskiwania i agregowania) szczegélnych kategorii
danych osobowych pod szeroko ujetym celem ,wykrywania i korygowania stronniczosci”.
Rozszerzenie tego wyjatku na wszystkie systemy i modele Al (nie tylko wysokiego ryzyka)
oraz na szeroki krag podmiotéw (w tym podmioty stosujgce) zwieksza ryzyko, ze
przetwarzanie danych wrazliwych stanie si¢ w praktyce rozwigzaniem ,domysinym” lub
.na zapas” (zwtaszcza ze w pierwszej kolejnosci ocena, czy przetwarzanie danych
wrazliwych jest rzeczywiscie niezbedne, bedzie w duzej mierze pozostawiona wielu
réznym podmiotom, co utrudnia zapewnienie jednolitych standarddéw i skuteczna
weryfikacje zasadno$ci takich dziatan).

W tym kontekscie Irlandzka Komisja Praw Cztowieka i Réwnosci (IHREC) wskazuje na
ryzyko, ze nowy art. 4a poszerza dostep do danych wrazliwych w sposéb, ktéry moze
sprzyja¢ ich masowemu gromadzeniu, a w konsekwencji utatwia¢ profilowanie i praktyki
o charakterze nadzorczym pod pretekstem ,bias detection”, przy niedostatecznie silnych
mechanizmach egzekwowania. W rezultacie mechanizm, ktéry miat stuzyé ograniczaniu
dyskryminacji, moze paradoksalnie zwigkszyé skale operacji na danych szczegélnie
wrazliwych oraz utrudni¢ skuteczna kontrole nad ich zakresem i celowoscia (zob. Letter
to Department of Enterprise, Tourism and Employment on EU Interpretative Note Art 77
bodies and Digital Omnibus, 8.12.2025).

d) Ocena krytyczna

Z perspektywy ochrony praw podstawowych proponowane zmiany budzg uzasadnione
obawy. Dane wrazliwe (pochodzenie rasowe Ilub etniczne, poglady polityczne,
przekonania religijne, dane dotyczace zdrowia, orientacji seksualnej itp.) podlegaja
szczegblnej ochronie wifadnie ze wzgledu na potencjat dyskryminacyjny ich
przetwarzania. Rozszerzenie mozliwosci przetwarzania tych danych na szerszy katalog
systemoéw Al i podmiotéw, przy jednoczesnym obnizeniu standardu Scistej niezbednosci,
stwarza ryzyko, ze wyjatek przewidziany na potrzeby walki z dyskryminacjg moze zostaé
wykorzystany w sposéb sprzeczny z tym celem.
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V.

Podsumowanie i whnioski

Pakiet Digital Omnibus i Digital Omnibus on Al, mimo deklarowanego celu uproszczenia i

zwiekszenia konkurencyjnosci europejskiej, zawiera propozycje budzace powazne

watpliwosci z perspektywy ochrony praw podstawowych i spéjnosci systemu prawnego

UE. Szczegdblnie niepokojace sg zmiany w RODOQO, ktére pod pozorem ,technicznego

doprecyzowania” moga prowadzi¢ do istotnego ostabienia ochrony danych osobowych.

W ocenie Ekspertéw Komisji Nowych Technologii Krajowej Rady Radcow Prawnych
nalezy rozwazyé¢:

)

2)

3)

4)

5)

6)

7)

Odstgpienie od zmian definicji danych osobowych w art. 4 pkt 1 RODO, ktére
subiektywizujg obiektywne dotychczas pojecie i znieksztatcajg logike motywu 26.

Rezygnacje z wprowadzania art. 88c RODO jako naruszajgcego zasade
neutralnosci technologicznej, sprzecznego z orzecznictwem TSUE i zbednego w
Swietle istniejacej wyktadni EDPB (opinia 28/2024).

Rezygnacje z proponowanego art. 9 ust. 2 lit. k) RODO i utrzymanie regulaciji
przetwarzania szczegblnych kategorii danych dla celéw wykrywania uprzedzeh w
art. 10 ust. 5 AlA z zachowaniem standardu ,5cistej koniecznosci”.

Zachowanie zakazowego charakteru art. 22 RODO oraz wymogu ,niezbednosci” w
art. 22 ust. 2 lit. a) RODO jako fundamentalnej gwarancji ochrony przed
zautomatyzowanym podejmowaniem decyzji.

Odstgpienie od rozszerzania wytgczenh obowigzkédw informacyjnych w art. 13
RODO ponad istniejace juz wytaczenie w art. 13 ust. 4.

Skoncentrowanie dziatah na wzmocnieniu egzekwowania istniejgcych przepiséw
RODO oraz wydawaniu wytycznych przez EDPB, zamiast nowelizacji materialnych
przepisdbw rozporzadzenia.

Przeprowadzenie petnej oceny wptywu na prawa podstawowe przed przyjeciem
proponowanych zmian - zaréwno w zakresie Digital Omnibus, jak i Digital
Omnibus on Al
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8)

9)

W zakresie proponowanych zmian co do art. 11 i 113 AIA (harmonogram
stosowania przepisbw) - zastgpienie mechanizmu ruchomego terminu (art. 113
AlA) - sztywna datg wejScia w zycie przepiséw w celu usuniecia niepewnosci
prawnej. Ewentualnie, jeSli mechanizm ruchomy miatby zostaé utrzymany -
okreslenie terminu, w ktérym Komisja zobowigzana jest wyda¢ decyzje, tak aby
podmioty zobowigzane dysponowaty minimalnym gwarantowanym okresem na
wdrozenie zmian. Nalezy rozwazy¢ takze zréznicowanie odroczenia wedtug
kategorii obowigzkéw tj. wymogi, ktérych stosowanie nie jest uzaleznione od
dostepnosci szczegdtowych standardéw technicznych (np. obowiazki w zakresie
przejrzystoéci i informowania), mogtyby wejs¢ w zycie zgodnie z pierwotnym
harmonogramem.

Utrzymanie obowigzkowego charakteru przepiséw dotyczacych Al literacy (Art. 4
AIA), zgodnie z rekomendacja EDPB i EDPS. Zamiast znoszenia obowiazku, nalezy
rozwazy¢ wydanie przez Komisje praktycznych wytycznych dla dostawcéw i
podmiotéw stosujgcych Al w zakresie wdrazania tego wymogu.

10) Wprowadzenie w projektowanym art. 77 AIA ust. 1 a wymogu dziatania MSA ,bez

zbednej zwtoki" (zarbwno w przypadkach na poziomie krajowym, jak i
transgranicznym) oraz doprecyzowanie, ze merytoryczna ocena zasadnoSci
whniosku powinna pozosta¢ w kompetencji FRABs.

1) Utrzymanie obowigzku rejestracji w unijnej bazie danych systeméw Al, co do

ktérych dostawca uznat, ze nie sg systemami wysokiego ryzyka.

12) Pozostawienie obecnego art. 10 ust. 5 AIA i rezygnacije z art. 4a jako rozwigzania

rozszerzajagcego przetwarzanie danych wrazliwych. Alternatywnie, jezeli art. 4a
miatby zosta¢ utrzymany, nalezy rozwazy¢ pozostawienie go jako ograniczonego
do systeméw wysokiego ryzyka z przywréceniem wymogu ,Scistej niezbednosci”
(strictly necessary), a jego stosowanie poza kategorig systeméw wysokiego
ryzyka powinno by¢é dopuszczalne wytacznie w §cisle okreslonych przypadkach
powaznego ryzyka stronniczosci, przy wzmochionych wymogach
dokumentacyjnych i nadzorczych.

13) W toku dalszych prac legislacyjnych nad wnioskiem - jako zasadne wydaje sie

przeprowadzenie szerszych konsultacji z udziatem zréwnowazonej reprezentacji
wszystkich  zainteresowanych stron, w tym organizacji spoteczehstwa
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obywatelskiego, Srodowisk naukowych, organéw ochrony praw podstawowych
oraz samorzaddéw zawodowych.

kK k

Prawdziwe uproszczenie nie polega na przepisywaniu praw, lecz na jasnym
egzekwowaniu istniejgcych regulacji i silniejszym nadzorze. Wiarygodno§¢ Europy jako
obrohcy praw cyfrowych zalezy od utrzymania ochrony, ktérag zbudowata, a nie od jej
ostabiania pod presjg deregulacyjna.

Wyrazamy nadziejg, ze powyzsze uwagi zostang wziete pod uwage w dalszym procesie
legislacyjnym.
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